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# Introduction

Terrorism is a type of collective violence having direct impact on peace, normal routine of a country/community and security and it is also a way to generate fear in civilians using violence.Terrorism is an evolving phenomenon, thus it is vital to provide counter-terrorism operators with tools for the prevention of it.

The main objective of this work is to define an approach aiming at eliciting knowledge on terrorist attack perpetrators by analyzing terror events along the timeline. The idea is to construct a sociogram, i.e., a network of perpetrators, where the nodes represent terrorist groups and the edges represent generic relations occurring between two groups.

We used an approach that will allow us to find clusters of similar terror groups using information on their operational characteristics. Specifically, using open access data of terrorist attacks occurred worldwide since 1970, we build network that includes terrorist groups and related information on tactics, weapons, targets, active regions.

We model this data with each partition joined to the terrorist groups. Later on we will find the most influential group with maximum number of relations between other networks and try to prevent the attacks. Community detection to identify sets of nodes in such a way that the connections of nodes within a set are more than their connection to other network nodes.

# Current System

The current basic system, extracts the input data from the Global Terrorism Dataset (GTD) according to requirements provided by the user. Later on preprocessing of data has to be done before analysis. After the preprocessing, visualization of the data using various python tools such as NetworkX ,Igraph etc. Finally it implements the algorithm on the data to extract the composition and evolution of terrorist group networks, influential nodes and detecting communities.

The existing system contains drawbacks in their respective algorithms , to overcome this we implement most efficient algorithms

* Understanding the composition and evolution of terrorist group networks: A rough set approach.
* Finding influential nodes in social networks based on neighborhood correlation coefficient.
* Community Detection : Dynamic Louvain using local modularity

1. **Design Details**
   1. **Novelty**

The prediction of terrorist network and identifying main actors is an important issue for intelligence and security informatics, and few of the researches lack in this aspect. So we propose a method to analyze social network using some machine learning techniques (ie.,K-Core Concepts). Once the networks are clustred accordingly then we then use methodology based on community detection to determine the relationships of the terrorist node within the same cluster as well as the terrorist nodes from different clusters.

* 1. **Innovativeness**

The approach that we proposed elicits terrorist group’s networks, finds most influential nodes and temporal evolution of terrorist networks, but it is not an open-source model instead these data are shared with national intelligent management for protecting nation from terrorist threats and implement counter terrorism activity.

* 1. **Performance**

Performance is also the main aspect of this approach, because the approach that we proposed has a better efficiency since we measure it by considering the number of nodes that can instantly access a large number of different nodes through a relatively small number of ties. The nodes are treated as nonredundant contacts.

In some of the approaches the effectiveness targets the cluster of nodes that can be reached through non-redundant contacts. But in our case , efficiency aims at the reduction of the time and energy spent on redundant contacts. Each cluster of contacts is an independent source of information. One cluster around this non-redundant node, no matter how numerous its members are, is only one source of information, because people connected to one another tend to know about the same things at about the same time.

* 1. **Reliability:**

The algorithm we use is capable of performing operations using the data got from the terrorist database and is producing results in a time which we could think of other tasks to perform. It is reliable for the kind of data we use and the efficient results produced at the end.

* 1. **Maintainability:**

We need to use a good ranking methods and algorithms to make sure it is showing right results to the users. We would also assign weights to the nodes so that there will be change in importance of identifying the community accordingly as the time goes on. These ranking methods have to be tested and updated time to time to ensure good working of the tool. The retrieval of results from the underlying search engines is achieved using their respective API’s which are free of cost. Maintenance would be required if their respective policies changes.

* 1. **Legacy to modernization:**

To gain operational efficiencies as per the legacy modernization we are updating and optimizing business systems by enabling graphical access to government agencies who could actually view each community growth and the influential node in a single display graphical view. This makes user achieve their expectations in their experience and getting easily adopted to other newer technology platforms.

* 1. **Application compatibility:**

As our project is capable of operating in different operating systems and its environment is also user-friendly, it allow us to automate the process of testing where all the application is tested for their compatibility at once. Enabling auto removing of the features which is not supported by the operating system is achieved to a certain extent.

* 1. **Resource Utilization:**

There is huge data to be processed and most of it are not needed for the kind of results we expect. So we kind of use only the results which has huge impact on terrorist growth and which also needed for the future link prediction among the groups. The community detection almost enables us to know the relation between different communities and their growth over time. So the data is utilized as per our intermediate needs and predictions.
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